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Abstract

In this letter, we consider the privacy-preserving strategies of the distributed state estimator over wireless sensor networks.

Aiming at an eavesdropper who can intercept the data transmitted on the communication channel, we design a simple preserving

scheme to encode the transmitted data by using system dynamics and history estimates. To analyze the privacy-preserving

performance, we use the gap between the values deciphered by the eavesdropper and decoded by the sensor as the privacy index

to evaluate the degree of robust privacy protection. Finally, we provide some simulations to illustrate the effectiveness of the

proposed preserving schemes.
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Abstract

In this letter, we consider the privacy-preserving strategies of the distributed state es-
timator over wireless sensor networks. Aiming at an eavesdropper who can intercept
the data transmitted on the communication channel, we design a simple preserving
scheme to encode the transmitted data by using system dynamics and history esti-
mates. To analyze the privacy-preserving performance, we use the gap between the
values deciphered by the eavesdropper and decoded by the sensor as the privacy in-
dex to evaluate the degree of robust privacy protection. Finally, we provide some
simulations to illustrate the effectiveness of the proposed preserving schemes.

KEYWORDS:
Distributed state estimator; eavesdropping; dynamic encoding; privacy protection

1 Introduction
In recent years, Wireless Sensor Networks (WSNs)1 are in widespread use in smart cities, intelligent manufacturing, and other
key infrastructures. As WSNs are applied to industrial and critical infrastructures, security in the calculation process is one of
the significantly important issues2. In distributed networks, the data exchanged between sensor nodes usually contains private
information, such as location, income, etc. Once the data is eavesdropped, the participants will be subject to other attacks3.
Considering the needs mentioned above, research related to various privacy-preserving schemes against eavesdropping attacks4
has been quite active in recent years.
Cryptography and information security theory are two traditional privacy-preserving approaches5. Multi-party computation6

is an important technology of cryptography that solves the problem of two or more users in a mutually distrustful multi-user
network. Homomorphic encryption is a further refinement of secure multiparty computation7,8. The work9 proposed a fully
homomorphic encryption schemewith encryption depth optimization, which can simplify the re-encryption process and improve
the efficiency of the fully homomorphic encryption scheme. Differential privacy10 is a method of information security theory,
which is realized by data distortion. Dwork initially proposed this concept11, i.e., the attacker cannot distinguish the encryption
results of different plaintexts. The work12 solved the problem of privacy-aware machine learning by using the protection scheme
combining differential privacy and ADMM algorithm with disturbance.
The traditional schemes cost much computing resources, which are not conducive to applications in practical industry. There-

fore, the development of technologies to design a lightweight scheme that supports important infrastructure from eavesdropping
is an issue of considerable urgency. In this letter, we explore the possibility of using model knowledge of physical processes to
design secrecy encoding. The sensors communicate via acknowledgment signals (ACKs) on the feedback channel. In the dis-
tributed system, it will affect the performance of the estimator when the encoding scheme brings noise to the estimate of the
sensor. With the encoding scheme proposed in this letter, the sensor can decode completely without introducing any noise to the
estimate, which means the scheme can extremely guarantee the performance of the estimator and achieve robust privacy protec-
tion. Different from the existing preserving methods, the proposed encoding scheme does not include complicated calculation
processes and can be deployed easily in practical applications.

†This work was supported in part by the National Natural Science Foundation of China under Grant (62122026,61973123), the projects sponsored by the Programme
of Introducing Talents of Discipline to Universities (the 111 Project) under Grant B17017, Shuguang Program supported by Shanghai Education Development Foundation
and Shanghai Municipal Education Commission, the Fundamental Research Funds for the Central Universities, Special project of military civilian integration development
in Shanghai under Grant (2019-jmrh1-kj25).
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The main contributions of this letter are as follows:
1. A privacy-preserving scheme of the distributed network is provided, which is based on system dynamics and the past

estimates. The condition, in which the scheme guarantees perfect privacy protection, is derived.
2. The estimation offset of the eavesdropper and the sensor is proved to increase with the eavesdropper missing the ACK

signal. The suggested scheme is easily implemented when the sensor receives the ACK signal, which is more desirable in
engineering applications.

The remainder of this letter is organized as follows. In Section 2, some preliminary knowledge are expounded. In Section 3,
a dynamic encoding framework is designed for the eavesdropper monitoring the communication channels, and the performance
of privacy-preserving scheme is analyzed. Simulation experiments are conducted in Section 4. Finally, the summary of the letter
is given in Section 5.

2 Problem Formulation
2.1 System Model
Consider a linear discrete time-invariant system as:

x(k + 1) = Ax(k) +w(k), (1)
where x(k) ∈ ℝm is the system state vector at time k, A ∈ ℝm×m is the system matrix and w(k) ∈ ℝm is the process noise.
Assume that w(k) and the initial state x(0) are independent zero-mean Gaussian random vectors with covariances Q > 0 and
Π0 > 0, respectively.
The wireless sensor network consisting of n sensors is exploited to measure x(k). The measurement equation of the ith sensor

is given by:
yi(k) = Hix(k) + �i(k), (2)

where yi(k) ∈ ℝm is the measurement of the ith sensor, Hi ∈ ℝm×m is the measurement matrix and �i(k) ∈ ℝm is the mea-
surement noise. Assume that �i(k) are mutually uncorrelated white Gaussian noises with covariance matrix Ri > 0 and are
independent with x(0) and w(k) for ∀k ≥ 0. The sensor network is modeled as a directed graph  = ( ,) with a set of nodes
 = {1, 2,… , n} and a set of edges ⊂  × . The edge (i, j) ∈  represents the communication link. The in-neighbors of the
ith sensor are denoted by Ni = {j ∶ (i, j) ∈ }. Let di = |Ni| represents the number of in-neighbors of sensor i. We assume
the system is unstable.

Assumption 1. The system (1) is assumed to be unstable, and its spectral radius is �(A) = max
i

|�i(A)| > 1.

We consider the following distributed state estimator13 for sensor i:

x̂i(k + 1) = Ax̂i(k) +K i
p(k)[yi(k) −Hix̂i(k)] − "A

∑

j∈Ni

(

x̂i(k) − x̂j(k)
)

, (3)

where x̂i(k) is the estimate of sensor i at time step k, " is the consensus gain in the range of (0, 1∕Δ), Δ = max
i
{di}. K i

p(k) is
the estimator gain.
The cross-estimation error covariance are given by:

Pij(k + 1) = [A −K i
p(k)Hi]Pij(k)[A −K i

p(k)Hi]T +Q +K i
p(k)RijK

j
p (k)

T

+ "2A
∑

s∈Ni

∑

r∈Nj

[Pij(k) + Psr(k) − Psj(k) − Pir(k)]AT

+ "[A −K i
p(k)Hi]

∑

r∈Nj

[Pij(k) − Pir(k)]AT

+ "A
∑

s∈Ni

[Pij(k) − Psj(k)][A −K i
p(k)Hi]T .

(4)

By minimizing the estimation error covariance Pi(k), the optimal estimator gain is given by:

K i∗
p (k) = A

{

Pi(k) + "
∑

r∈Ni

[Pri(k) − Pi(k)]
}

HT
i [HiPi(k)HT

i + Ri]
−1, (5)

where r ∈ Ni, r = 1, 2,… , n, i ≠ r.

2.2 Channel Model
Communication between the jth sensor and the ith sensor is unreliable, i.e., packet drop may occur. Communication is simul-
taneously not secure due to the existence of the eavesdropper. The transmitted model between the jth sensor and the ith sensor
is shown in Fig. 1. The output of the jth sensor is denoted by zj(k) ∈ ℝm. There are two transmitted channels. The first is the
authorized channel, denoted by �ij(k), which is the input of the ith sensor. The other is the unauthorized channel, denoted as
�eij(k), which is intercepted by the eavesdropper. Assume that ij(k) and eij(k) are independent of the process noise w(k) and
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the measurement noise �i(k), and independent of each other. In addition, the ith sensor can reliably send the ACK signals back
to the jth sensor via the feedback channel. If ACK=1, it represents the sensor i succeeds in receiving, otherwise, it fails. Thus,
the jth sensor knows what is the latest received message from the ith sensor for ∀k > 0.
A binary variable ij(k)with Bernoulli distribution is used to indicate whether sensor i successfully receives data from sensor

j, i.e., if ij(k) = 1, the reception is successful; otherwise, the reception is a failure. The input of the ith sensor is expressed as:

�ij(k) =
{

zj(k), if ij(k) = 1,
�, if ij(k) = 0,

(6)

where � represents a number close to zero, i.e., no information is transmitted.
We denote the outcome of the eavesdropper’s packet interception as eij(k) ∈ {0, 1}. When eij(k) = 1, then the interception

is successful. Otherwise, the interception is a failure. Thus, the input of the eavesdropper is expressed as:

�eij(k) =

{

zj(k), if eij(k) = 1,
�e, if eij(k) = 0,

(7)

where �e represents no information input.

2.3 Encoding Process
In this letter, we suppose that the system knows the existence of the eavesdropper. To ensure the data privacy, sensor j encodes
and sends a weighted version of the current state estimate x̂j(k) as x̂j(k) −Ak−tk x̂j(tk), where x̂j(tk) is the reference state of the
encoded information. Specifically, the state-secrecy code is introduced to encode the jth sensor’s current state estimate.

Definition 1 (State-Secrecy Code). Consider the system matrix A satisfying Assumption 1, a state-secrecy code is yielded by
the following time-varying linear operation:

zj(k) = x̂j(k) − Ak−tk x̂j(tk), (8)
where tk is the reference time, defined by:

tk = max{t ∶ 0 ≤ t < k, ij(k) = 1}. (9)
The initial value of tk is {−1}, and x̂j(−1) = 0.

Remark 1. The encoding scheme mentioned above refers to the encoding structure in Anastasios’s paper14. Unlike Anastasios’s
work, the scheme proposed in this paper encodes the interactive information between sensors.We consider the privacy protection
of the distributed sensor network, which applies more widely and has higher scalability and flexibility. Design and analysis
of preserving schemes for the distributed network are more complicated due to data exchange between sensors. We improve
the encoding scheme to satisfy the confidentiality of the distributed system and analyse the influence of interception rate on
the performance of estimator. Furthermore, the encoding scheme proposed in this paper will not degrade the accuracy of the
estimate at each time step.

3 Main Results
In this paper, we aim to design a lightweight encoding scheme for the distributed sensor network. The scheme promises a robust
confidentiality against the eavesdropper. Meanwhile, we try to achieve the best performance of the distributed estimation and
degrade the estimate performance of the eavesdropper. We use the error ej(k) between the value x̃j(k) decoded by the sensor
and the value x̃ej(k) deciphered by the eavesdropper, called decoding information error, as a measurement of privacy-preserving

Figure 1 The jth sensor transmits the encoded version zj(k) of the current state estimate over the channel. Packet drop may
occur between sensors, denoted as ij(k). They might be intercepted by the eavesdropper, denoted as eij(k).The state estimate
of sensor i is denoted by x̂i(k + 1). The information deciphered by the eavesdropper is denoted by x̃ej(k). The feedback channel
transmits the ACK signal which is the current package reception status of sensor i.
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Table 1 Example for State-Secrecy Code.

k 0 1 2 3
ij(k) 1 1 0 1
eij(k) 1 1 1 0
tk -1 0 1 1
tek -1 0 1 2
zj(k) x̂j(0) x̂j(1) − Ax̂j(0) x̂j(2) − Ax̂j(1) x̂j(3) − A2x̂j(1)

performance.
ej(k) = x̃ej(k) − x̃j(k), (10)

We define E = {ej(k0), ej(k1),… , ej(kn)}. Then, we have the following definition of privacy protection.

Definition 2 (Perfect Privacy Protection). Consider the system (1) and (2), the distributed state estimator (3) and channel models
(6) and (7), an encoding scheme achieves perfect privacy protection if and only if the following conditions hold when ij(k) = 1.

1. The performance of the distributed state estimator is same as the case without the privacy-preserving scheme.
2. The decoding information error ej(k) diverges.

Assuming that the eavesdropper is passive and knows the model of the estimator and the encoding scheme. All system and
noise parameters A,H,Q,R, and Π0 are available to the sensors and the eavesdropper. Note that the sensors are utterly ignorant
of the interception rate of the eavesdropper eij(k).
We first define the eavesdropper’s reference time tek to be the time of the most recent successful interception by the

eavesdropper before k as:
tek = max{t ∶ 0 ≤ t < k, eij(k) = 1}, (11)

where the initial value of tek is {−1}.
The eavesdropper cannot obtain the ACK signals, but it knows the encoding scheme, i.e., the eavesdropper knows the form of

zj(k) but not tk. In order to decipher packets, the eavesdropper obtains tek according to eij(k). When the eavesdropper intercepts
packet zj(k), it recovers x̂j(k) by adding Ak−tek x̂j(tek) and then updates tek to k. We observe that the eavesdropper cannot
decipher x̂j(k) when tk ≠ tek. Thus, as long as ij(k) and eij(k) are not exactly same, the eavesdropper’s estimation error will
turn larger. After receiving a new packet x̂j(k) −Ak−tk x̂j(tk), the ith sensor can recover x̂j(k) by adding Ak−tk x̂j(tk). It confirms
the reference time and the reference state through the ACK signals. Then the ith sensor notifies the ith sensor to update tk to k,
and update x̂j(k) as the reference state for the next transmission. It means that no information is missed at the side of the sensor.
The information decoded by the ith sensor is given by:

x̃j(k) = �ij(k) + Ak−tk x̃j(tk). (12)
The information deciphered by the eavesdropper is given by:

x̃ej(k) = �
e
ij(k) + A

k−tek x̃ej(tek). (13)
Example 1 Suppose that for k = 0, 1, 2, 3, in the first three rows of Table 1 show the channel outcomes. The last five rows
show the reference times of sensors and the eavesdropper, the output of sensor j, and the information decoded by sensor i and
deciphered by the eavesdropper, respectively. Notice that the reference time tek of the eavesdropper and tk of the sensor are
inconsistent at time k = 3. Thus, the eavesdropper cannot recover x̂j(k) after time k = 3. Then, the decoding information error
ej(k) will gradually divergent.
Assuming that ij(k) ≠ eij(k) occurs at time k0 and ij(k) is always equal to eij(k) for k > k0, which is the worst case for the

estimator but the best case for the eavesdropper. The following lemma will certify the above intuitive statements.

Lemma 1 (Worst Case Analysis). Consider the system (1) with measurement equation (2), the distributed state estimator (3),
channel model (6) and (7), and the encoding scheme (8). If the following two events both occur for some k0 > 0,

 = {ij(k) ≠ eij(k), for some k0 ≥ 0}, (14)
 = {ij(k) = eij(k), for all k ≥ k0 + 1}. (15)

Then for k ≥ k0 in  ∩  , we have:

ej(k) =
{

Ak−tkej(tk), if ij(k) = 1,
0, if ij(k) = 0.

(16)

Proof. Suppose event  occurs at time k0, the interception rate of the eavesdropper equals the reception rate of sensor i for
k > k0. We have ij(k) = eij(k) for k > k0. Define the event:

 = {ij(k) = eij(k) = 1}.
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Case I:For k > k0, ij(k) = eij(k) = 1 .
Suppose event occurs for the first time at time k1 > k0, and tk = tk1, tek = tek1. The information encoded by sensor j is:

zj(k1) = x̂j(k1) − Ak1−tk1 x̂j(tk1).
The decoding information error is:

ej(k1) = x̃ej(k1) − x̃j(k1) = −A
k1−tk1 x̂j(tk1) + Ak1−tek1 x̂j(tek1).

We can deduce similarly the following conclusions by mathematical induction. Suppose the nth occurrence of event  at
time kn > k0, and tk = tek = kn−1, where kn−1 is the time when event last occurred. The decoding information error is:

ej(kn) = x̃ej(kn) − x̃j(kn) = A
kn−kn−1ej(kn−1).

Case II: For k > k0, ij(k) = eij(k) = 0 .
1. When ij(k) = eij(k) = 0, tk = tk0, tek = tek0, for k0 < k < k1, �ij(k) = �, �

e
ij(k) = �e. The decoding information error is:

ej(k) = x̃ej(k) − x̃j(k) = A
k−tek0 x̂j(tek0) − Ak−tk0 x̂j(tk0),

which is the initial value of ej(k).
2. When tk = tek for k > k1, the decoding information error is:

ej(k) = x̃ej(k) − x̃j(k) = 0.
By Lemma 1, one can easily deduce Theorem 1.

Theorem 1. Consider the system (1) with measurement equation (2), the distributed state estimator (3) and channel model (6)
and (7), if

ℙ{ij(k) ≠ eij(k), for some k ≥ 0} = 1, (17)
the encoding scheme (8) achieves perfect privacy protection. And the decoding information error grows unbounded when event
{ij(k) ≠ eij(k)} occurs at time k0, i.e., ej(k) is divergent, where ej(k) is defined in (10), and we suppose (A,E) is detectable.

Note that the system is unstable, i.e., �(A) > 1. The necessary and sufficient condition, where matrix A is convergent, is
�(A) < 1. We can easily deduce that the error ej(k) is divergent. Hence, even in the worst case for the estimator, there is an
unbounded error between the information obtained by the eavesdropper and the state estimate of the sensor.

4 Simulations
To illustrate the effectiveness of the proposed privacy-preserving scheme, we present several simulation experiments to verify
the privacy-preserving performance.
Consider a wireless sensor network composed of n = 50 sensors. The system parameters are as follows:

A =
[

1.01 0
0 1.01

]

,Hi =
[

2 + 2�i 0
0 2 + 2�i

]

, Q =
[

1 0
0 1

]

, Ri =
[

1 0
0 1

]

,

where �i ∈ (0, 1],∀i, and " = 0.1. Moreover, ij(k) is the reception rate of the sensors with P {ij(k) = 1} = 0.9 and P {ij(k) =
0} = 0.1. The mean-squared error Pe(k) of the eavesdropper is expressed by:

Pe(k) = [x̃ej(k) − x(k)][x̃
e
j(k) − x(k)]

T (18)

Figure 2 Tracking performance of the distributed estimator
with encoding scheme.

Figure 3 Trace of covariance of the proposed estimator and
eavesdropper.
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The eavesdropper intercepts on the communication channel and eij(k) is the interception rate of the eavesdropper with
P {eij(k) = 1} = 0.6 and P {eij(k) = 0} = 0.4. As shown in Fig. 2, the blue curves correspond to 50 sensors, the red curve
corresponds to the given target, and the yellow curve corresponds to the eavesdropper who eavesdrops on the communication
channel. Although the encoding scheme proposed in this article is adopted, the sensors can track the unstable object state of
system (1), and the tracking performance of the eavesdropper is poor. Furthermore, Fig. 3 shows that the estimation error P1(k)
of the 1st sensor converges, and the mean-squared error Pe(k) of the eavesdropper is divergent. This means that the encoding
scheme does not affect the performance of the estimator, but it protects the information of the system from being leaked.

5 Conclusion
In this letter, we have developed a privacy-preserving scheme to avoid the eavesdropper deciphering the intercepted estimates,
which only used system dynamics with low computation complexity. Then, we have provided the conditions for achieving perfect
privacy protection, that is, the estimate of the eavesdropper deviates from the real state as the vital event occurring once. In the
case that the eavesdropper intercepts the packet with a certain probability, we have provided an example to illustrate that the
vital event can always occur in the first few moments regardless of the probability. It means that the proposed scheme can be
easily deployed in practical applications.
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